
Are your employees’ smart devices running at full 
speed while teleworking or on business trip?

If so, how do you ensure your business sensitive data 
is truly protected?

From home, the airport, or a café, your employees 
connect from a multitude of wireless networks that 
are not always reliable or secure. 

What would happen if your sensitive corporate data 
was intercepted?

CONNECT YOUR BUSINESS
TO THE WORLD,
ANYWHERE, ANYTIME,
AND ON ANY DEVICE

Armada is the most secure and 
fastest application which meet 
mobility and cyber connectivity 
challenges.
Our solution provides you with a fast, reliable and 
persistent connectivity, at all times, wherever you are 
and no matter the device you connect to.
It ensures your data flows are secured and optimized, 
allowing you to work in the best conditions.

It’s now high-time to put the right solution in
place so that you can focus on growing your 
business, not on where you can get connection
or on who’s trying to access your data.

Work remotely with peace of mind, your data is protected! 

Armada is the only RHEL 8 and FIPS compliant 
mobile VPN software on the market.

Dedicated to smartphones and tablets using 
the Android and iOS operating systems, Armada 
offers:

1. Secure remote access to your company’s 
       network resources

2. Secure data transmission over different 
       unreliable wireless networks

3. Data encryption meeting the Public Safety 
       standards

4. Strong and rigorous authentication of 
       connected devices

5. Easy and centralized administration of your 
       device fleet

6. Simple integration, Cloud compatible or on 
       premise deployment



ARMADA, THE KEY TO SECURELY CONNECT YOUR MOBILE TEAM TO THE WORLD

Trust us to develop a robust cyber connection strategy for your business by investing in the proactive Armada 
mobile VPN. It’s a must to keep your remote team safe and secured. 

Let’s work together to ensure your critical data, applications and systems are truly protected!

•  Reduced costs: fewer calls to your IT department, fewer support tickets
•  Fast and reliable access to information
•  Compatible with all types of applications
•  Supports all types of WiFi, LTE and Cellular networks
•  A simple and intuitive user experience
•  Increase your employees’ efficiency and productivity
•  No user intervention required on lost connection event
•  100% software solution to easily establish of a secure virtual tunnel

TECHNICAL CHARACTERISTICS
Armada is part of the FirstNet Verified 
solution ecosystem

•  Technology developed according to 
open standards: Mobike, IKEv2

•  Simplified integration into your 
architecture and deployment

•  Linux Gateway
•  Supports multiple hypervisors
•  Supports multiple authentication
   standards (LDAP, Radius, AD, etc.)
•  Supports PKI systems
•  Compatible with Mobile Devices 

Management solutions (MDM)

OPERATING SYSTEMS
Armada solution support’s VmWare or Hyper-V 
virtual machines.

MAIN FEATURES
Rock-Solid connectivity

•  Complies with data encryption 
standards: FIPS 140-2, AES 256, FBI 
CJIS, FirstNet Verified

•  Robust device authentication: 
certificate exchanges

•  Group policy management
•  Tunnel segmentation (split-tunnelling)
•  Seamless roaming between WiFi and 

Cellular networks.
•  Application and session persistence 

even in the event of loss of connection

WHY 
CHOOSE 

US?

Gateway

Mult-IP Gateway Compatibility
Armada Client Manager Mult-IP 5.0.1.+

Hypervisor VmWare ESXi 5.0+ /  
Proxmox VE 5.x+

Operating System RHEL 8 + FIPS 

Armada Client
Minimal Android Version 7.x (ARM 64bit only)

Minimal iOS Version 11.4 +
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Contact us today to find out more:
Need more information about Armada? Looking for a solution with Android and iOS?

http://www.radio-ip.com
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